
Krajowy Plan Odbudowy  
i Zwiększania Odporności 

(KPO)
Inwestycja C3.1.1 „Cyberbezpieczeństwo – CyberPL, 

infrastruktura przetwarzania danych optymalizacja 
infrastruktury służb państwowych odpowiedzialnych 

za bezpieczeństwo”

Wsparcie dla podmiotów prowadzących działalność w zakresie zbiorowego zaopatrzenia w wodę, 
objętych krajowym systemem cyberbezpieczeństwa, wykorzystujących technologie informacyjne 
(IT) oraz operacyjne (OT) stosowane w przemysłowych systemach sterowania (ICS), w zakresie 
modernizacji i rozbudowy infrastruktury cyberbezpieczeństwa.

Wsparcie na działania, które mają bezpośredni wpływ na wzmocnienie odporności przedsiębiorstw 
wodociągowo-kanalizacyjnych na cyberzagrożenia. 



BEZPIECZEŃSTWO CYFROWE 
= BEZPIECZNY WODOCIĄG

Nabór: sierpień - wrzesień 2025r.

Kto może skorzystać  
z programu

Granty w wysokości do 300 000 Euro na zapewnienie  
cyberbezpieczeństwa sieci wodociągowej

Sieć wodociągowa to infrastruktura strategiczna, szczególnie  
podatna na cyberataki. Każdy  
z nich to potencjalna przerwa w dostawie wody lub jej skażenie.  
Bezpieczeństwo dostaw wody zapewnia stosowanie nowoczesnych 
technologii cyfrowych, które minimalizują ryzyko potencjalnych ataków. 

Jak zapewnić bezpieczeństwo sieci wodociągowej?  
Jednym z dostępnych sposobów jest sięgniecie po wsparcie finansowe 
z Krajowego Planu Odbudowy i Zwiększania Odporności (KPO) Inwe-
stycja C3.1.1 „Cyberbezpieczeństwo – CyberPL, infrastruktura przetwa-
rzania danych optymalizacja infrastruktury służb państwowych odpo-
wiedzialnych za bezpieczeństwo”

•	 przedsiębiorstwa wodociągowo-kanalizacyjne 
świadczące usługi kluczowe (zgodnie z ustawą  
o krajowym systemie cyberbezpieczeństwa),

•	 spółki prawa handlowego realizujące zadania  
o charakterze użyteczności publicznej,

•	 jednostki sektora finansów publicznych, w tym  
JST oraz ich związki, samorządowe zakłady budżetowe

Podmioty objęte wsparciem muszą wykorzystywać  
w swojej działalności technologie operacyjne (OT)  
w przemysłowych systemach sterowania (ICS).

www.lodzkidombiznesu.pl



Co można zyskać

Na co możesz przeznaczyć środki?

•	 nawet 300 000 euro bez konieczności wniesienia wkładu własnego
•	 100% dofinansowania kosztów kwalifikowanych
•	 finansowanie kompleksowych projektów – także łączących inwestycje 

z audytami i szkoleniami

1.	 Obszar ORGANIZACYJNY obejmujący wszelkie aspekty organizacyjne bezpieczeństwa systemów  
teleinformatycznych IT i OT tj. audyt bezpieczeństwa, audyt zgodności z przepisami i normami,  
opracowanie, wdrożenie, utrzymanie i aktualizacja systemu zarządzania bezpieczeństwem  
informacji, systemu zarządzania bezpieczeństwem systemu teleinformatycznego IT/OT, systemu  
zarządzania ciągłością działania systemu teleinformatycznego IT/OT. 

2.	 Obszar KOMPETENCYJNY obejmujący wszelkie działania podnoszące świadomość, wiedzę i umiejęt-
ności na poziomie podstawowym, kierowniczym i specjalistycznym w zakresie cyberbezpieczeństwa, 
realizowane dla pracowników podmiotu, operatorów i administratorów systemów teleinformatycz-
nych IT/OT, kadry kierowniczej IT/OT, kadry kierowniczej i zarządzającej podmiotu. 

3.	 Obszar TECHNICZNY (OT i IT)

Obszar Techniczny IT obejmujący wszelkie komputerowe środki techniczne – sprzętowe i aplikacyjne 
– służące do zabezpieczenia i zapewnienia bezpieczeństwa komponentów środowiska teleinforma-
tycznego IT tj.: stacje robocze, serwery, dane biznesowe, oprogramowanie biznesowe, systemy pamięci 
masowej, urządzenia sieciowe i środowisko sieciowe, systemy bezpieczeństwa fizycznego i technicznego 
działające w sieci.

Obszar Techniczny OT obejmujący komputerowe środki techniczne i wybrane elektrotechniczne środki 
techniczne – sprzętowe i aplikacyjne – służące do zabezpieczenia i zapewnienia bezpieczeństwa kom-
ponentów środowiska teleinformatycznego OT/ICS/IoT i środowiska IT obszaru przemysłowego OT tj.: 
stacje robocze, serwery, dane systemów OT, systemy OT, oprogramowanie OT, urządzenia sieciowe i 
środowisko sieciowe OT, systemy bezpieczeństwa wizyjnego, fizycznego i technicznego  
w ramach infrastruktury wodociągowej (np. stacji uzdatniania wody, punktów poboru wody itp.) działa-
jące w sieci.

•	 zidentyfikuj potrzeby – wybierz obszary wymagające wzmocnienia
•	 skontaktuj się z Łódzkim Domem Biznesu – pomożemy Ci przygotować wniosek
•	 złóż projekt – bez wkładu własnego!
•	 zyskaj realne bezpieczeństwo infrastruktury i ciągłość dostaw wody

BEZPIECZEŃSTWO CYFROWE 
= BEZPIECZNY WODOCIĄG



Jak zacząć?
•	 identyfikuj potrzeby – wybierz obszary wymagające wzmocnienia
•	 skontaktuj się z Łódzkim Domem Biznesu – pomożemy Ci przygotować wniosek
•	 złóż projekt – bez wkładu własnego!
•	 zyskaj realne bezpieczeństwo infrastruktury i ciągłość dostaw wody

BEZPIECZEŃSTWO CYFROWE 
= BEZPIECZNY WODOCIĄG

Podmioty zainteresowane uzyskaniem 
wsparcia zapraszamy do kontaktu

www.lodzkidombiznesu.pl

Łódzki Dom Biznesu
ul. Piotrkowska 262/264, Łódź 90-361
e-mail: aleksandra.gagas@ldb.net.pl 
tel. 573 444 046

e-mail: biuro@ldb.net.pl 
tel. 798 789 500


